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(57) Abstract

The invention relates to means for protecting information from an unauthorised access by electronic means. In order to transform the
initial information the device has the transformation unit (4), the making decision unit (3), the storage of the recovered communication (6),
the commutator (8), and for storing the accessory information the device has the storage of the accessory information (7). For encoding and
transferring information the addressee is beforehand provided with a key to the received communications with information on regularities
corresponding to the values of the communication transmitted to him, with specific values of the initial information for the whole set of
symbols of the said kind of an information. In this case the addressee is beforehand provided with a set of transformation functions, Y,
Y2,..., YN = Y;i,(X), where X = {x1, X2,..., Xm } is a plurality of specific symbols of the transformed information. In the course of processing
the encrypted information the input of the making decision unit (3) enters the information on the number (n) of transformation cycles of the
initial communication. Before the beginning of the current transformation cycle, the making decision unit (3) transmits a control signal to
the generator of random numbers (5), which generates a random number (Ri), transmits it to the data base (2) and through the latter to the
transformation unit.




